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QUESTION: 72
Which of the following cannot authenticate access to a Foundry device using
TACACS/TACACS+?

A.   telnet
B.   SSH
C.   SNMP
D.   Web management

Answer: C

QUESTION: 73
What is the valid range of administrative distance values?

A.   1-255
B.   0-255
C.   1-256
D.   1-128

Answer: B

QUESTION: 74
How many bits are there in a TCP sequence number?

A.   4
B.   8



C.   16
D.   32

Answer: D

QUESTION: 75
Which of the following server states indicates that the real server has passed all applicable health
checks?

A.   enabled
B.   pass
C.   active
D.   server on

Answer: C

QUESTION: 76
Regarding a global IP/route health injection configuration, which of the following is not necessary
to configure Foundry Layer 3 Switches to perform the HTTP health check for a web site and to
manage a static host route for the IP address?

A.   Identify the web site IP address on the Layer 3 Switch. Identify the web site? IP address on the
Layer 3 Switch.
B.   Configure the Layer 3 Switch to block advertisement of the network on the interface.
C.   Configure the port that connects the Layer 3 Switch to the HTTP application (ServerIron,
third-part SLB, or real server) to not advertise the network route for the IP sub-net the ServerIron,
third-parth SLB, or real server and the port are on.
D.   Enable the HTTP keepalive (health check)

Answer: B

QUESTION: 77
Which ServerIron command binds real server s1 to virtual server ip1 with HTTP? Which
ServerIron command binds real server s1 to virtual server ip1 with HTTP?



A.   server virtual-name vip1 10.1.1.1 port http bind http rs1 http
B.   server virtual-name vip 1 10.1.1.1 bind http rs1 http
C.   server virtual-name vip1 10.1.1.1 port http bind rs 1 http
D.   server virtual-name vip 1 10.l.1.1 port http rs1 bind vip 1 rs 1

Answer: A

QUESTION: 78
What transport layer protocol provides a connectionless service between hosts?

A.   TCP
B.   UDP
C.   IP
D.   ICMP

Answer: B

QUESTION: 79
What ServerIron CLI command enables FWLB for TCP.

A.   ip policy 1 fw tcp 1 global
B.   server fw-port 5
C.   ip-policy 1 fw udp 1 global
D.   ip-policy 1 fw tcp 0 global

Answer: D

QUESTION: 80
What functionality consists of directing HTTP requests to a server group based on information
embedded in a cookie in the HTTP header.

A.   switchback
B.   SSL session ID switching
C.   cookie switching
D.   transparent cache switching



Answer: C

QUESTION: 81
Foundry Automatic Protection Switching (APS) feature provides redundancy for what type of
link? Foundry? Automatic Protection Switching (APS) feature provides redundancy for what type
of link?

A.   1000G
B.   10/100
C.   ATM
D.   POS

Answer: D

QUESTION: 82
Which of the following statements is true about Foundry STP defaults?

A.   disabled on switches
B.   enabled on switches
C.   disabled on routers
D.   both b and c

Answer: D
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