
Symantec 

ST0-029
 
Symantec Endpoint Protection 11 (STS) 

Download Full Version : https://killexams.com/pass4sure/exam-detail/ST0-029 

http://killexams.com/pass4sure/exam-detail/ST0-029


A. Clients 
B. Policies 
C. Admin 
D. Home 

Answer: A 

QUESTION: 150 
Which group must you highlight within the Symantec Endpoint Protection Manager 
console to manually import an organizational unit structure from Active Directory? 

A. Global 
B. Temporary 
C. Clients 
D. Sites 

Answer: A 

QUESTION: 151 
On which page within the Symantec Endpoint Protection Manager console do you enable 
a scheduled Active Directory synchronization? 

A. Admin 
B. Clients 
C. Policies 
D. Home 

Answer: A 

QUESTION: 152 
Which two ports can you use to connect Symantec Endpoint Security Manager to an 
LDAP server?(Select two.) 

A. 389 
B. 636 
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C. 8443 
D. 9090 

Answer: A,B 

QUESTION: 153 
What are two ways that the Find Unmanaged Computers feature searches for unmanaged 
computers? (Select two.) 

A. by IP address 
B. by computer name 
C. by LDAP user 
D. by MAC address 

Answer: A,B 

QUESTION: 154 
When should you use the Find Unmanaged Computer feature rather than the Unmanaged 
Detector feature? 

A. to immediately deploy a client package to unmanaged computers 
B. to receive a notification about unmanaged computers 
C. to place unmanaged computers in a virtual subnet 
D. to run a shutdown command on unmanaged computers 

Answer: A 

QUESTION: 155
 
What is a remediation option available in the Find Unmanaged Computers feature?
 

A. deploy a Symantec Endpoint Protection client package 
B. uninstall software that does not comply with company standards 
C. install Microsoft Windows operating system security patches 
D. disable network access pending Symantec Endpoint Protection client installation 

Answer: A 
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QUESTION: 156 
What can an administrator do to proactively obtain information about unknown devices 
on a network? 

A. script a network audit using the Find Unmanaged Computers feature 
B. create an Unmanaged Computer notification 
C. schedule an Audit Report to send to the administrator 
D. create a Client List Change notification 

Answer: B 

QUESTION: 157 
When should you use the Unmanaged Detector feature rather than the Find Unmanaged 
Computer feature? 

A. to immediately deploy a client package to unmanaged computers 
B. to receive a notification about unmanaged computers 
C. to place unmanaged computers in a virtual subnet 
D. to run a shutdown command on unmanaged computers 

Answer: B 

QUESTION: 158 
From which page of the Symantec Endpoint Protection Manager console can you find 
unmanaged computers? 

A. Clients 
B. Home 
C. Admin 
D. Policies 

Answer: A 

QUESTION: 159 
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Which setting can you enable to report computers that have no Symantec Endpoint 
Protection agent? 

A. LAN Detector 
B. Unmanaged Detector 
C. Segment Detector 
D. Network Detector 

Answer: B 

QUESTION: 160 
Which type of backup file is created after running a backup for the embedded Symantec 
Endpoint Protection Manager database? 

A. .txt 
B. .tar 
C. .zip 
D. .dat 

Answer: C 

QUESTION: 161 
How do users back up the embedded database using the tools provided with the Symantec 
Endpoint Protection Manager? 

A. select Start > Programs > Accessories > System Tools > Backup 
B. select Start > Programs > Symantec Endpoint Protection Manager > Database Backup 
and Restore 
C. launch Symantec Endpoint Protection Manager Console > Admin page > Database 
Backup and Restore 
D. launch Symantec Endpoint Protection Manager Console > Admin page > launch 
Backup and Restore wizadr 

Answer: B 
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